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Abstract— We live in a world full of things connected 

to each other in various complex ways. A great deal of 

our time goes in interacting with one of the most 

important such things – Images. The need for securing 

the relay of images over the less secure networks 

increases as is the need for the simplest of the tasks 

such as viewing or editing an image. Image 

steganography is the procedure of hiding a secure 

message in a cover image thus creating a stego image 

which can secure the message throughout its course of 

travel from the sender to the receiver. In the present 

paper, we propose an advanced image encryption 

algorithm based on fuzzy transform [1] in two 

variables. The two variables being the values of the 

two dimensions of the image. The idea is to pre-

process the image to reduce the file size but keeping 

the quality intact by using the F-transform and edge 

detection technology, then embedding it in the cover 

image, thus producing a much robust stego image 

with the least deviations in CSV values [2] 
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I. INTRODUCTION 

 

As we are growing into the advanced world of 

artificial intelligence, virtual reality, and augmented 

vision technologies, getting it done is just not the 

primary concern anymore. With the increasing data 

hungry applications eating into our mammoth 

bandwidths, data security comes across as one of the 

most important aspect of computer science 

engineering, giving rise to the development of 

advanced algorithms and technologies to achieve it. 

And as we talk about the security techniques, we have 

travelled a long, learning distance since the very 

inception of the idea of data security. Steganography 

is one such technique. The reason for this technique 

being among the most popular of all data security 

technologies, is its ability to adapt and co-exist with 

other security processes being applied to the same 

input. That essentially gives away the secret why 

steganography is used with every other security 

technique available to the human being. 

 

For the uninitiated, steganography is a phenomenon 

where a secret message is encoded into a cover image, 

thus producing a stego-image which looks just like the 

original cover image but has a secret message encoded 

within. This is the basic idea behind the technique but 

it has evolved gradually with time. The flexible 

properties of steganography enables the user to use 

more than one security technology to implement with 

it, still maintaining the independent properties of each 

of them. The most used security algorithms which are 

implemented with steganography are hashing, AES, 

RSA, etc. These security algorithms are used for 

additional security to make the message innocuous to 

the attacker, but are less concerned with the quality of 

the secret message. Here, the proposed algorithm in 

this paper very gradually tries to draw a clear line 

between security and quality.  

 

The proposed algorithm at the sender side consists 

of four steps: data collection, fuzzy pre-processing of 

the image, encoding and transmission. The steps 

performed at the receiver side are: receiving the signal, 

decoding and reading the message. But prior to going 

into the particularsof the algorithm, first we shall 

discuss the processes involved. 

 

II. F-TRANSFORM 

 

The idea behind the universal concept of fuzzy 

transform was inspired by the subject of fuzzy 

modelling introduced by T. Takagi and M. Sugeno in 

1985. The fuzzy transform, or the F-transform 

generally deals with the transformation of the original 

function into a skeleton model of functions. This leads 

to the development of powerful tools intended for 

solving several problems; image processing being the 

integral one. Initially, the F-transform was introduced 

for general functions with one or two variables. The 

ordinary F--transform is also denoted as the F
0
-

transform for functions with zero-order polynomials. 

But to extend this transform so as to cover the 

functions with higher degrees, it becomes important to 

generalize F
0
-transform into the F

s
-transform, . 

Further, approximation of the partial derivatives of the 

function is done by using the components of F
s
-

transform. 

III. EDGE-DETECTION BASED ON F
0
-TRANSFORM 

 

We shall start by portraying an edge with a 

membership function by assigning a belongingness 

degree to each pixel of the image with the help of a 

fuzzy set. 
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Let us assume that u is an input image with the 

domain  and the number of 

fuzzy sets are n and m in a fuzzy partition. Constraints 

n, m limit the robustness of the corresponding 

partition, and they are significant parameters in our 

methodology. They recountthe size of thelocality of 

chosen pixels and consequentlypower the thickness of 

the individual edges according to the rule: the greater 

the values of n and m, the ―thinner‖ the matching 

edges. The whole idea of the Edge Detection 

algorithm is based off of this notion. 

 

The following formal expression represents the 

membership function of edge E: 

 

 

 

 

 

Here,∃ denotes addition; ‗and‘ denotes the product; 

( ) is represented as  (likewise, 

); and hence  is bumped to 

the value of [0, 1]. Thus, the membership degree 

is given by 

 

 

 

 

 

Thus, the following representation can be obtained, 

which will then be used in the edge detection 

algorithm. For all  

 

 

 

 

Let us now define the focalstages of the edge detection 

algorithm, which is established upon the above 

suggesteddescription and practices the F
0
-transform of 

the image function u: 

 

 

1. Calculate

 – the direct F
0
-transform of u; 

2. Calculate  – the inverse 

F
0
-transform of u; 

3. Calculate for all  the residuum 

function 

 

 

 

4. Rescale and round off the values of E from 

to the numerals in 

[0,255], which shall results in the new image Er 

 

We implemented these stages in our experiments and 

found some astonishing results. The same have been 

discussed in the following section. 

IV. EXPERIMENTS AND RESULTS 

 

A. Edge Detection based on F
0
-Transform 

 

As declared in the preceding section, the input 

parameters n and m (the numbers of fuzzy sets) of the 

Edge Detection algorithmregulate the ―width‖ of the 

edges. According to the above expressed rule, the 

greater the values of n and m, consistently, the lesser 

number of pixels covered by every basic function 

 

 
 

and hence, the ―thinner‖ the resultant edges. The 

graphics of the image edge functions Er, with variable 

settings of parameters n and m are given in Fig.2 - 5, 

along with the original image in Fig.1. Unsurprisingly, 

blurred images with a different depth of focus or 

objects in shadow ischallenging. Let us demonstrate 

here the second case and show how the setting of the 

edge width (i.e., the variable setting of n and m) 

affects the resultant images. 

 

 

 

Fig. 1Edge detection by the F
0
-transform - Original 

image. 
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Fig. 2 Edge detection by the F
0
-transform - Image 

edge function Er (4 pixels covered by one basic 

function). 

 

Fig. 3 Edge detection by the F
0
-transform - Image 

edge function Er (10 pixels covered by one basic 

function). 

 

Fig. 4 Edge detection by the F
0
-transform - Image 

edge function Er (20 pixels covered by one basic 

function). 

 

Fig. 5 Edge detection by the F
0
-transform - Image 

edge function Er (50 pixels covered by one basic 

function). 

B. F-Transform graphs in 3D 

 

Following are the cosine shaped 3D depictions of 

an original function , its F-

Transform and the difference. 

 

 

Fig. 6 Cosine shaped Original function. 

 

 

Fig. 7 Approximated graph of the F-Transform of the 

original function. 
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Fig. 8 Difference graph. 

 
 

V. THE ALGORITHM 

 

The proposed algorithm involves use of the fuzzy 

image compression technique based on fuzzy edge 

detection and F-transform to pre-process the image 

and the following process of encoding. This way, we 

can ensure that the transmitted image possesses the 

unmatched extent of quality and security. The 

flowchart for the process can be demonstrated as 

follows: 

 

 

 

Fig. 9 Process chart for the sender side. 

 

 

Fig. 10 Process at the receiver side. 
 

VI. CONCLUSION 

 

There are numerous ways to exploit the advantages 

the fuzzy technology provides us. The method 

discussed in this paper enlist one such advantage of 

the fuzzy technology and edge detection technique to 

encode secret messages and ensure the security 

through transmission. The technology itself is new and 

gives endless opportunities to extend and apply the 

advantages to numerous everyday electronic activities. 

REFERENCES 

 

[1] P. Hodakova, Fuzzy (F-) Transform of Functions of Two 

Variables and its Applications in Image Processing 
[2] Pankaj Sambyal "Study of HSV Color Space Deviations and 

Histograms in Image Steganography". International Journal 

of Computer Trends and Technology (IJCTT) V23(4):151-
154, May 2015. ISSN:2231-2803. 

[3] M. Štěpnička,Fuzzy Transform and its Applications to 

Problems in Engineering Practice, University of Ostrava, 
Ostrava, 2008. 

[4] PERFILIEVA, I. Fuzzy Transforms: Theory and 

Applications. In Fuzzy Sets and Systems. FSTA 2006, 2006, 
157, pp.993-1023, ISSN 0165-0114. Download Research 

report 58. 

[5] [2] PERFILIEVA, I.: VALÁŠEK, R. Fuzzy Transforms in 
Removing Noise. In: Reusch B. (Ed.) Computational 

Intelligence, Theory and Applications (Advances in Soft 

Computing). Berlin : Springer-Verlag, 2005. ISBN 3-540-
22807-1. pp. 225-234. 

[6] [3] ŠTĚPNIČKA, M., VALÁŠEK, R. Fuzzy Transforms for 

Functions with Two Variables. In 6th Czech-Japan Seminar 
on Data Analysis and Decision Making under Uncertainty 

2003. 2003-09-23-2003-09-23 Valtice, ČR. Ostrava : 

University of Ostrava, 2003. pp. 96-102. 
[7] Tai W. and Chang C., (2009 ). ―Data hiding based On VQ 

Compressed Images Using Hamming Codes And 

Declustering‖, International Journal of Innovative Computing, 
Information and Control, Vol 5, No 7, ISSN 1349-4198. 

[8] ZAMANI M . ,(2010) . ―Genetic Based Substitution 

techniques For Audio Steganography ‖, PHD thesis , 
University Teknologi Malaysia. 

[9] Malini Mohan and Anurenjan P.R (2011). ―A New 

Algorithm for Data Hiding in Images using Contourlet 
Transform‖, 978-1-4244- 9477- 4/11/ IEEE . 

• The secret message and 
the cover image is 
selected

Data 
Collection

• The message image is pre-
processed by using Edge-detection 
and F-Transform

Fuzzy Pre-
processing

• The secret message is 
encoded into the cover 
image

Encoding

• The stego-image is transmitted 
over to the recieverTransmission

• The message is recieved and 
stored on the local machine

Recieve the 
signal

• The stego image is decoded and 
the secret message is extracted

Decode the 
stego image

• The secret message 
can now be read

Read the secret 
message

http://www.ijcttjournal.org/


International Journal of Computer Trends and Technology (IJCTT) – volume 31 Number 1 – January 2016 

ISSN: 2231-2803                    http://www.ijcttjournal.org                                      Page 5 

[10] Saeed Masaebi et al., (2012 ). ―A New Approach for Image 

Hiding Based on Contourlet Transform‖, International 

Journal of Electrical and Computer Engineering (IJECE) 

Vol.2, No.5, ISSN: 2088-8708 . 

[11] Rubab S. and Younus M.,(2012), ―Improve Image 
Steganography Technique for Colored Images using 

Huffman Encoding with Symlet Wavelets‖, IJCSI 

International Journal of Computer Science Issues, Vol. 9, 
Issue 2, No 1,ISSN (Online): 1694-0814. 

[12] Chang C. et al., (2002) . ―A steganographic method based 

upon JPEG and quantization table modification‖, Intelligent 
Multimedia 

[13] Computing and Networking Atlantic City, NJ, USA , Vol_ 

141. 
[14] YANG W. and CHEN L. ,(2008)." A Novel Steganography 

Method Via Various Animation Effects In Powerpoint Files ", 

Proceedings of the Seventh International Conference on 
Machine Learning and Cybernetics, Kunming, 12-15 . 

[15] Sudeep P.V. et al., (2009). ― A Novel DatahidingMethod in 

Spatial Domain‖, 10th National Conference on Technological 
Trends (NCTT09) . [11]Sarmah D. and Bajpai N. , 

(2010) .―Proposed System for Data Hiding Using 

Cryptography and Steganography ― ,International Journal of 

Computer Applications (0975 – 8887) Volume 8– No.9. 

[16] Suma Christal Mary S.,(2010), ―Improved ProtectionIn 

Video Steganography Used Compressed Video Bitstreams‖ , 
IJCSE) 

[17] Khalil Ibraheem Al - Saif and Ahmed S. Abdullah, ―Color 
Image Enhancement Based on Contourlet‖―Transform 

Coefficients‖ Australian Journal of Basic and Applied 

Sciences, 7(8): 207 213, 2013. 
[18] Neil F. Johnson and Sushil Jajodia, ―Steganalysis: The 

Investigation of Hidden Information‖, IEEE Information 

Technology Conference, Syracuse, New York, USA, 
September 1st - 3rd, 1998. 

[19] Sushil Kumar and S.K.Muttoo (2011), ―Steganography based 

on Contourlet Transform‖, (IJCSIS) International Journal of 
Computer Science and Information Security, Vol. 9, No. 6. 

 

http://www.ijcttjournal.org/

